Benefits of a Chief Data Officer

Data is a strategic asset of the state. The CDO collaborates to align business and technology to achieve a common vision for data strategies, to drive digital transformation and to realize business goals.

Benefits of a Chief Privacy Officer

Business is driven by data. The CPO ensures the responsible handling of sensitive state and private citizen data and ensures adherence to regulations and transparent practices.

Role of the Data & Transparency Panel

Perform a feasibility and cost study for a statewide data warehouse program
Evaluate and identify data to be included in a statewide data warehouse
Determine & recommend procedures for the implementation of a statewide data warehouse
Oversee a statewide data warehouse program implemented in the state
Evaluate & identify data that may be provided to the public in accordance with data standards & specifications

Data & Transparency Panel
3 private sector appointees
Attorney General /Designee
CDO (chair) & CPO
Directors/Designees from:
AR Crime Information Center
Arkansas State Police
Department of Community Education
Department of Correction
Department of Education
Department of Finance & Admin.
Department of Health
Department of Higher Education
Department of Human Services
Department of Information Systems
Department of Labor

FACTS

Act 912 of 2017 created the positions of chief data officer (CDO) and chief privacy officer (CPO) within the Department of Information Systems.

This legislation also created a Data and Transparency Panel in which the CDO serves as chairman.

CDO at a Glance

Facilitate
Standardization, de-duplication, sharing and integration of critical data between systems and state agencies

Develop
Integrated specifications and documents that define the blueprint for managing data resources

Leverage
Data warehouse, business intelligence and master data management solutions

Establish
A data catalog of data housed, maintained & utilized by each state agency

CPO at a Glance

Ensure
All state agencies comply with federal and state laws governing the privacy and access to protected data

Assure
That the use of technology does not erode privacy protections relating to the use, collection and disclosure of personal information

Review
Regulatory proposals and procedures involving the collection, use and disclosure of personal information
DIS at a Glance

Premier IT Products & Solutions Provider Serving The Following Entities in Arkansas’s Public Sector:

- State Agencies
- Boards
- Commissions
- K-12 Schools
- Higher Education
- Public Safety
- County Government
- City Government

VALUES

Technology Leadership | Customer Service | Quality Results | Efficiency

Remote Field Support | 24/7/365 Call Center | Desktop Support | IT Planning & Consulting

VALUE

DIS negotiates with vendors to leverage the state’s buying power

SERVICES

DIS is the engine that keeps public systems operational

<table>
<thead>
<tr>
<th>Internet Connectivity</th>
<th>Network Security</th>
</tr>
</thead>
<tbody>
<tr>
<td>Secure Data Center Hosting</td>
<td>Windows Desktop Support</td>
</tr>
<tr>
<td>Virtual Private Cloud</td>
<td>Application Development</td>
</tr>
<tr>
<td>Data Analytics</td>
<td>Cybersecurity</td>
</tr>
<tr>
<td>Voice over Internet Protocol</td>
<td>Business Continuity</td>
</tr>
<tr>
<td>Voicemail &amp; Email</td>
<td>Disaster Planning &amp; Recovery</td>
</tr>
<tr>
<td>Audio &amp; Video Conferencing</td>
<td>Systems Integration</td>
</tr>
<tr>
<td>Tape, Data Storage &amp; Backup</td>
<td>Project Management</td>
</tr>
</tbody>
</table>

$80 Million
IT Products & Solutions

1,500 +
Governmental Sites Served

24/7/365
Monitoring & Support

Arkansas Department of Information Systems

EMPOWERING THE CITIZENS OF ARKANSAS THROUGH TECHNOLOGY